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INTRODUCTION

In June 2013, National Security Agency contractor Edward Snowden released a trove 
of information on classified U.S. Government surveillance methods. U.S. Intelligence 
chiefs warned that the ripple effects of the leak would be devastating and extensive. 
Five years later, in June 2018, Joel Melstad, a spokesman for the U.S. National 

Counterintelligence and Security Center, reported that Snowden’s disclosures “have put 
U.S. personnel or facilities at risk around the world, damaged intelligence collection 
efforts, exposed tools to amass intelligence, destabilized U.S. partnerships abroad and 
exposed U.S. intelligence operations, capabilities and priorities.”[1] Snowden’s attorney, 
Ben Wizner, believes that these reports are exaggerated and alarmist, arguing that “the 
mainstream view among intelligence professionals is that every day and every year that 
has gone by has lessened the value and importance of the Snowden archives.”[2] However, 
Wizner’s assessment is regrettably limited in its scope. Importantly, it fails to account 
for the significant impact that Snowden’s leaks had on the development of the European 
Union’s General Data Protection Regulation (GDPR)–a piece of legislation that has 
fundamentally changed the nature of data privacy in the EU, and the world over. 

The connection between Edward Snowden and the GDPR can actually be traced back 
to the European Parliamentary Committee on Civil Liberties, Justice and Home Affairs[3] 
(LIBE). This committee has a surprising history because, though its members were 
exceptionally interested in Snowden’s leaks, its ensuing legislative activity has been largely 
understudied. For example, on October 29, 2013, then-U.S. Director of National 
Intelligence, James Clapper, appeared before the U.S. House Intelligence Committee to 
discuss Snowden’s revelations.[4] The very next day, LIBE representatives met with senior 
National Security Council officials at the White House.[5] LIBE had an expansive 
mandate,[6] an entrenched concern for personal data protection,[7] and a history 
of treating national intelligence services with suspicion if not outright hostility. 
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Yet even with this robust background, LIBE operated 
with remarkable inconspicuousness.  

Much of the current academic literature[8] overlooks 
or ignores the influence of the Snowden leaks on the 
functioning of the LIBE committee, and by extension, the 
formation of the General Data Protection Regulation.[9] 
This paper aims to introduce a new facet to the political 
contextualization of GDPR, by examining LIBE’s pattern 
of framing data privacy issues in relation to the activity 
of security services that impact EU citizens. Prior to 2013, 
LIBE pursued power maximization efforts, exercising 
some method of informal control over the intelligence 
services of EU member states, and promoting data 
privacy and protection. After Snowden’s leaks of U.S. 
intelligence capabilities, LIBE members capitalized on 
the opportunity to advance many of their goals. Given the 
breadth of GDPR, and the intentions of its authors, Ben 
Wizner’s estimation of Snowden’s dwindling relevance 
may prove acutely premature.  

Methodological and Theoretical Approach 

By using a historical review, this paper provides a 
long-range view of LIBE’s engagement with the balance 
that exists between the EU and its member states at the 
intersection of data privacy and national security. This 
paper will not discuss the substantial scholarly work 
theorizing the development of the EU in its entirety. 
Similarly, theories in intelligence studies, pertinent 
though they may be, are beyond the scope of this inves-
tigation. A more substantial and analytical approach to 
address these issues certainly merits further study. 

With such limitations in mind, a theoretical basis 
is still necessary to examine how LIBE’s activities 
might be understood within its existing institutional 
framework and its broader international context. The 
traditional challenge of analyzing LIBE’s activities via 
applying state-centric theories is inherent in the very 
existence of LIBE in the supranational body of the 
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European Parliament. This is considered a possible explanation for LIBE’s comparative 
anonymity in the many studies completed with the intention of gauging the impact of Snowden’s 
actions because “state-centric theories make it difficult for analysts to detect European [EU] for-
eign policy on their radars, and they are therefore bound to reject the existence or significance 
of European foreign policy.”[10] 

Therefore, the primary analytical framework applied to this historical review is drawn 
from theories of European integration. Such theories contextualize and seek to explain the 
behavior of EU institutions and their components. The theory employed is neofunctionalism, 
and the spillover process it implies. There are three widely accepted dimensions of the concept 
of spillover, all of which are applicable to this analysis. First, in functional spillover, the “core 
argument in relation to EU foreign policy is that, as internal policies become integrated, there 
is also pull towards developing an external dimension.”[11]  Second, political spillover suggests 
that as the EU integration process continues, “actor perceptions of state interests become in-
creasingly European, focusing more on common interests.”[12] Finally, and most importantly for 
the purposes of this paper, “institutions created by states have interests in pushing for more 
integration, termed cultivated spillover.”[13] 

GDPR is an extension of EU integration because it further harmonizes EU standards for 
data protection. For example, other dimension of EU policy certainly influenced GDPR’s 
development. This paper specifically examines how the LIBE Committee’s work on GDPR 
translated in part from its parallel interests and activities in the field of EU security 
policy. The following historical review traces the relevant activities of LIBE to the point of 
the Snowden leaks, evaluates the extent to which LIBE adjusted its legislative activity in the 
development of GDPR as a result, and argues that the trends that contributed to LIBE’s 
position on GDPR are still a critical aspect of LIBE policy making today. 

PART I: LIBE 1995-2013  
Historically, LIBE has struggled to address the real and perceived attacks on civil liberties 

that mass data processing by intelligence services can produce. There is no EU capacity to 
cover standard intelligence service activities.[14] As such, the work of national intelligence ser-
vices is well beyond the control of the European Parliament (EP),[15] and certainly beyond the 
capacity of LIBE.[16]  The GDPR in its final form does not interfere with the processing of data 
for national security purposes, as member states can introduce derogations where the transfer 
of private data to third countries is necessary for reasons of public interest, including national 
security and the prevention and detection of crime amongst others.[17] However, historical lim-
itation on the national security competencies of the EU have not prevented significant parlia-
mentary scrutiny of the work of national intelligence services in the EU and in the US. 
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A key example of this engagement is the EP’s involvement in the Echelon Affair from 1998-
2002. The Echelon network system intercepted private and economic communications, devel-
oped and managed by the Five Eyes intelligence alliance.[18],[19]  Though the EP eventually set up 
a temporary committee explicitly for the investigation of the Echelon network,[20] LIBE critically 
re-launched debates in Parliament in 2000 during a “hearing on the European Union and data 
protection, during which the second text on Echelon was presented, the existence of Echelon 
having by then been confirmed by American sources.”[21] 

This early connection between data protection and the activities of intelligence services 
continued as LIBE, and the EU,[22] developed in the years following 2002. The Treaty of Lisbon 
increased the power of the EP in the EU legislative process.[23],[24]  Still, prior to the Treaty of 
Lisbon, the operation of EP committees mattered because “most of the discussions [framing the 
legislation took] place at the committee level, making the leading committee largely responsible 
for examining the details of the proposal and starting negotiations with the Council and 
the Commission.”[25] In many ways committees are “the central bodies of the institutions,[26] 
determining the behavior of their members as well as the policy outcomes.”[27] In this context, 
LIBE rapporteurs [28] often criticized attempts to moderate policy proposals for data protection 
from the Commission as adjusting to “the lowest possible common denominator”[29] and 
repeatedly called for the introduction of a more extensive data protection framework.[30]

 The SWIFT affair began in June 2006 and reinforced LIBE’s focus on data protection. European 
and US media had published the existence of the Terrorist Finance Tracking Program 
(TFTP), established by the U.S. Administration, which “allow[ed] US authorities to access 
all the financial data stored by SWIFT (Society for Worldwide Interbank Financial 
Telecommunications).”[31] The EP adopted a resolution in July 2006, “requiring in particular 
that the Committee on Civil Liberties, Justice and Home Affairs (LIBE) together with the 
Committee on Economic and Monetary Affairs (ECON) hold a joint hearing with the private 
and public parties involved in the affair in order to ascertain what information they may have 
had.”[32] Debates on the SWIFT dossier extended through 2010. When an agreement finally 
entered into force on February 1, 2010, it required a vote from LIBE. LIBE, exercising the 
EP’s new powers to influence the conclusion of international agreements, established by the 
Treaty of Lisbon,[33] rejected the agreement. The U.S. rapidly adjusted, inviting “key MEPs, 
led by the rapporteur and the LIBE committee’s chairman, to visit the US.”[34]

In September 2011, LIBE had a study completed on “Parliamentary Oversight of Security and 
Intelligence Agencies in the European Union.”[35] The study noted that “over the past decade, 
the EP has developed a growing interest in national security agencies.”[36] Evidence for this 
included “strong interest in the development of the new regulation on Frontex, the Europol 
and Eurojust decisions, as well as two temporary committees that examined the activities of 
national security agencies and made important recommendations in regard to oversight.”[37]
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Though LIBE began to truly exercise power on the international stage in the 2000s, the EU 
has an established history of dealing with data protection, dating back to the Data Protection 
Directive of 1995.[38] In January 2012, the Commission of the European Union released a 
Proposed Data Protection Regulation, designed, as all EU regulations are,[39] to be directly 
binding on member states.[40] The LIBE committee subsequently began to formulate the EP’s 
amendments to the General Data Protection Regulation proposal,[41] and on April 12, 2012 
LIBE appointed committee member Jan Philipp Albrecht as official rapporteur of the European 
Parliament for GDPR.[42]

In October 2012, a briefing note produced on Cloud Computing for the LIBE Committee 
highlighted the loopholes of the U.S. Foreign Intelligence Surveillance Act (FISA),[43] and their 
consequences for EU citizens’ rights and protection.[44] LIBE held a hearing for the presentation 
of the briefing note to the entirety of the European Parliament, following a session on the EU 
Cybersecurity strategy on February 20, 2013, and asking for “immediate proposals to meet the 
LIBE amendment deadline on the Data Protection Regulation.”[45] Yet by March, “the level of 
interest in the note declined, and there seemed only a remote possibility that Parliament would 
support fundamental revisions of the Data Protection Regulation.”[46] 

In the months following June 2013, LIBE received approximately 4,000 potential amend-
ments submitted by separate parliamentary committees. Such a dramatic shift in interest 
suggests that the watershed moment for the progression of GDPR is significantly attributable 
to NSA contractor Edward Snowden. 

PART II: LIBE JUNE 2013 – OCTOBER 2013
On June 5, 2013, Glenn Greenwald published the first of Edward Snowden’s disclosures in 

The Guardian.[470] A Resolution of the European Parliament on July 4, 2013 gave LIBE a broad 
mandate “to engage in fact-finding concerning Snowden’s disclosures, and to assess their 
impact on the fundamental rights of EU citizens.”[48] Claude Moraes, appointed the rapporteur 
for the inquiry, produced the concluding “Moraes Report.”[49] A year later, in July 2014, Moraes 
was elected Chairman of LIBE.[50] Then, in November 2014 while giving a lecture at the London 
School of Economics, Moraes said: “The next phase of our enquiry has to be on where we take 
this concept of privacy, where we take the concept of regulation. It is an extremely challenging 
time… I don’t have huge faith in many member states to do this, there’s so many vested inter-
ests, vested security interests to not do this — but we have to try and do this.”[51]

LIBE called for an inquiry, and hearings began in September 2013. These hearings saw 
“public questioning of a number of important stakeholders in the issue area, including 
privacy officers, (former) security services staff, EU Commission officials, and IT specialists.”[52] 
Notably absent from these hearings were “those national European security agencies believed 
to be cooperating with the NSA.”[53]
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LIBE also requested formal studies following the Snowden leaks, the first of which was com-
pleted in September 2013, paralleling the hearings. Titled “The US Surveillance Programs and 
Their Impact on EU Citizens’ Fundamental Rights,” the study explored “the scope of surveil-
lance that can be carried out under the 2008 Amendments Act of US Foreign Intelligence Sur-
veillance (FISA) and related practices of US authorities, which have very strong implications 
for EU data sovereignty and the protection of European citizens’ rights.”[54]

In October 2013, LIBE drew further correlations between data protection and the operation of 
security services. This is largely evidenced by another study for the committee titled “National 
Programmes for Mass Surveillance of Personal Data in EU Member States and Their Compat-
ibility with EU Law.”[55] The study concluded that “intelligence communities’ understandings 
and practices of national security and member states’ surveillance programmes jeopardize the 
EU principle of ‘sincere cooperation,’ as they make it more difficult to carry about the tasks 
following the Treaties.”[56]

Still, pointed studies were not the only results of the Snowden inquiry. SWIFT representa-
tives testified before LIBE in September 2013 during LIBE’s investigation. On October 16, 2013 
the SWIFT Agreement was officially suspended as a direct result of Snowden’s disclosures.[57] 
This suspension gave GDPR rapporteur Jan Philipp Albrecht the opportunity to draft an unoffi-
cial joint motion in which he pointed out that: “Although the Parliament has no formal powers 
to initiate a suspension or termination of an international agreement, the Commission will 
have to act if Parliament withdraws its support for a particular agreement.”[58] This statement 
evidences the willingness of LIBE members to find means of pursuing policy agendas despite 
having comparatively little formal capacity to do so.     

The controversy around the revelations of the various NSA programs apparently made an 
impression on MEP Albrecht. In 2015 Albrecht wrote that “the revelation by Edward Snowden 
regarding the mass storage and analysis of details relating to our everyday lives by the secret 
services and their agents within the internet companies only served to demonstrate to us all 
how far things have already developed and how little regulation or effective control the people 
and society are able to muster.”[59] Albrecht later became the rapporteur for the EU Police Direc-
tive,[60] relating to the processing of personal data by competent authorities “for the purposes 
of the prevention, investigation, detection or prosecution of criminal offences or the execution 
of criminal penalties, and on the free movement of such data.”[61]

During the inquiry on October 21, 2013, LIBE voted to adopt the compromise draft for the 
GDPR. This draft significantly increased potential sanctions for non-compliance, extended the 
territorial scope of the regulation, reviewed third country data transfers, placed limits on pro-
filing, and introducing new requirements for Data Protection Officers.[62] The compromise draft 
passed with an impressive majority, with 49 of LIBE members voting in support, one against, 
and three abstentions.[63] Importantly, the territorial scope expanded at this stage to include 
those companies operating in the EU with European citizen customers, introducing the ex-
tra-territorial reach of the legislation that survived to the finalized version of GDPR of 2016.[64] 
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This vote represented a significant step in more than two years of discussions and lobbying 
leading to a plenary legislative resolution on March 12, 2014.[65] Debates in this period took 
place during the EP’s first reading of the legislation.[66] The Council of the European Union 
agreed on its first reading position on the GDPR in June 15, 2015. The ensuing stages further 
evidence the LIBE committee’s efforts to discuss the processing of personal data for national 
security matters in concert with the data protection standards required of private corporations. 

PART III: LIBE OCTOBER 2013-JANUARY 2017 
The importance of data privacy and data protection became increasingly apparent in the 

public space after 2013. Three instances of LIBE’s legislative activities will be used as a lens 
to evaluate the continuing efforts of LIBE to manage the tenuous relationship it found between 
security and privacy: the ‘anti-FISA’ clause of GDPR, the Police Directive, and the ePrivacy 
Regulation. 

After passing the first reading of the EP in 2014, GDPR negotiations progressed to negoti-
ations involving representatives from the EP and the Council of the European Union. Due to 
LIBE’s responsibility for GDPR, their representatives were the primary negotiating team for the 
EP.[67] By September 2015, Article 43a – nicknamed ‘the anti-FISA’[68] – remained a problem.[69] 
The clause mandated that EU companies should not have to supply Europeans’ personal data to 
non-European countries. It caused broad industry concern, and a letter to legislators from the 
European Data Coalition explained that Article 43a “unilaterally assum[ed] universal jurisdic-
tion…put[ting] European companies in an unsolvable dilemma and would be in conflict with 
the concept of interoperability that, while recognizing different privacy concepts, is necessary 
in international data flows.”[70] 

Coalition appeals did little to change the mind of legislators. The Industry Coalition for Data 
Protection (ICDP), which represented companies such as Apple and Google, also sent letters 
to the top regulation negotiators, including the parliamentary GDPR rapporteur Jan Philipp 
Albrecht. ICDP argued that Article 43a deliberately created legal conflicts and undermined 
“both the principles of reciprocity in diplomatic relations as well as the credibility of EU data 
protection reform.”[71] Still, Article 43a came into force as Article 48[72] on “Transfers or disclo-
sures not authorized by Union Law”[73] in the final draft of GDPR.[74] 

More broadly, GDPR can be considered in the context of the EU Protection Data Reform Pack-
age, a reference to the combined development of GDPR and its significantly less well-known 
companion, the Police and Criminal Justice Authorities Directive.[75] The EU passed both of 
pieces of legislation in May 2016; they became applicable to member states in May 2018. 
Notably, prior to the Police Directive, scholars critiqued data protection in the sector of law 
enforcement and criminal justice for “offering no stable or uniform legal structure and causing 
considerable legal uncertainty and inconsistent enforcement of data protection rules.”[76] 
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However, whatever regulation exists in the context of police forces and criminal justice is 
intrinsically related to the activities of member state security services. Indeed, “There is a close 
cooperation between law enforcement authorities and intelligence services,” as “in the preven-
tion and investigation of crime, these bodies often exchange intelligence with each other.”[77] 
The LIBE-commissioned studies of 2013 used this closeness to justify potential future efforts by 
LIBE to extend its competencies to the regulation of the activities of member state intelligence 
services. Justification for this potential extension of EU power pointed to the already present 
potential spillover of intelligence services activities “into the activities and responsibilities of 
EU agencies.”[78] As such interactions were already taking place, it followed that the EU might 
have an implied competence to regulate the activities of member state intelligence services. 

The actual impact of the Police Directive on the operation of security services is not entirely 
clear. The Directive does represent the first time that “data protection in the…area of police 
and judicial cooperation in criminal matters shall be covered by a single legal instrument with 
direct effect in national legal systems.”[79] When compared to GDPR, though, “the final version 
of the Directive still maintains a number of vague provisions open to interpretations and at 
times establish[es] low or inadequate data protection standards.”[80] The dichotomy of a robust 
GDPR and a weak Police Directive when LIBE had the primary responsibility for both pieces of 
legislation suggests that LIBE’s final aim of managing the data processing capability of securi-
ty services has yet to be realized.  

Though GDPR and the Police Directive are in force, the EU and LIBE are continuing to legis-
late on data protection. The question of LIBE’s perception of the adequacy of current legislation 
may be evaluated via future developments of the ePrivacy Regulation.[81] In January 2017 the 
European Commission tabled a proposal for a regulation on privacy and electronic communica-
tions, which would replace the current 2002 e-Privacy Directive if it became law.[82] Once again, 
LIBE shaped the EP’s amendments to the European Commission proposal. 

The ePrivacy Regulation focuses on the security of online communications. It remained 
bogged down in debates at the time of writing.[83] However, the draft the EP approved in May 
2018 required “Skype, WhatsApp, iMessage, video games with player messaging and other 
electronic services that allow private interactions to obtain people’s explicit permission before 
placing tracking codes on users’ devices or collecting data about their communications.”[84] 
Once again, Jan Philipp Albrecht shepherded the legislation through the EP.[85] Trade groups 
and tech companies “have waged a furious, multipronged lobbying campaign to shut down, or 
at least weaken, the legislation.”[86] These efforts include sponsoring studies that are rife with 
dire economic predictions of the ePrivacy Regulation’s impact on business opportunities for 
years to come.[87]  
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CONCLUSION 
LIBE is in a difficult legal position. Privacy and data protection are fundamental rights 

affirmed by EU primary and secondary law.[88] Concurrently, the intersection of individual 
privacy rights and national security requirements is nuanced and complicated territory. LIBE’s 
mandate requires that it take responsibility for legislation that pertains to data privacy and 
protection.[89] However, when such a position of power is abused, and the complexities of the 
issues LIBE must address are oversimplified, the potential exists for significant and serious 
consequences. LIBE continues to frame the US as an unreliable partner for data protection, as 
evidenced by LIBE’s recent resolution to suspend the data exchange deal arranged by the EU-
US Privacy Shield, with LIBE Committee Chair and rapporteur Claude Moraes saying “Privacy 
Shield in its current form does not provide the adequate level of protection required by EU 
data protection law and the EU Charter.”[90] The same resolution that suspended Privacy Shield 
expressed LIBE concerns regarding the US adoption of the CLOUD Act, “which expands the 
abilities of American and foreign law enforcement to target and access people’s data across 
international borders without making use of the instrument[s]…which provide for appropriate 
safeguards and respect the judicial competences of the countries where the information is 
located.”[91] Similarly, the resolution also voiced concern on “those issues related to national se-
curity, such as the re-authorization of Section 702 of the Foreign Intelligence Surveillance Act 
(FISA).”[92] Clearly, the LIBE committee maintains that individual data privacy has been unduly 
sacrificed for expansive national security aims.

Due to GDPR’s current presentation as a model for other countries aiming to develop their 
own data privacy protection frameworks, this paper’s approach allows for a more nuanced view 
of the political climate in which LIBE operates and GDPR exists. As technological advance-
ments in data processing and analysis create new vulnerabilities and opportunities for both 
public and private sector entities, it is essential to critically evaluate not only the regulatory 
standards that exist but also the opinions that inform them. 
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